

Espionnage volontaire dans tous les domaines

**De plus en plus de données sont stockées, négociées et revendues. Cette émission part pour un voyage de découverte, cherchant d’où peuvent provenir toutes ces énormes quantités de données.**

Le contrat de licence d’une « télé intelligente » indique ce qui suit : « Samsung pourrait collecter des commandes vocales (…). Veuillez noter que vos paroles, vos informations personnelles ou d’autres informations sensibles feront partie des données qui seront collectées et transmises à un tiers … » Cette note rappelle le livre d’Orwell « 1984 ». Là, dans les appartements, il y a des téléviseurs qui peuvent enregistrer tous les sons. Dans le livre, c’est alors la « police de la pensée » qui évalue cette surveillance et prend des mesures. Et aujourd’hui ? Au moins toute les commandes vocales vers les appareils techniques sont enregistrées et transmises à différents serveurs. Ceci s’applique aux consoles de jeux, aux smartphones, aux haut-parleurs intelligents, aux téléviseurs intelligents et à tous les autres systèmes à commande vocale dans les appareils ménagers, les voitures et l’électronique grand-public. Selon l’ExpressZeitung, aucun État ni aucune organisation internationale ne serait en mesure de gérer logistiquement et financièrement l’espionnage de la population mondiale avec des appareils d’écoute mobiles du type Iphone, Samsung Galaxy ou Amazon Echo, si les consommateurs eux-mêmes ne l’acceptaient pas volontairement. [2] Nous sommes tous visibles en permanence, c’est-à-dire contrôlables, mais nous ne voyons pas ceux qui nous voient. », écrit le sociologue Harald Welzer dans : « La dictature intelligente. L’attaque contre notre liberté. »
On utilise les données en ligne comme arme
Le scientifique Michal Kosinski étudie des méthodes pour mesurer la personnalité d’une personne. Il a développé une méthode par laquelle il compare les valeurs demandées aux personnes testées avec toutes les données en ligne disponibles à leur sujet. Il a prouvé que 150 « LIKES » d’une personne sur Facebook en disent plus que ce qu’en connaît sa propre famille. Il n’est donc pas surprenant qu’en octobre 2018, le chef de la multinationale Apple, Tim Cook, ait souligné que de plus en plus d’entreprises accumulent d’énormes quantités de données. Les informations individuelles apparemment inoffensives sont soigneusement compilées, négociées et vendues. De cette manière, des milliards de dollars changent de mains chaque jour. Face à cette problématique, il met en garde contre la croissance d’un « complexe industriel piloté par les données » et explique : « Nos propres informations, depuis notre vie quotidienne jusqu’à des choses extrêmement privées, sont utilisées avec une efficacité militaire comme armes contre nous-mêmes. »
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**Cela pourrait aussi vous intéresser:**

#SurveillanceTotale - totale - [www.kla.tv/SurveillanceTotale](https://www.kla.tv/SurveillanceTotale)

#Digitalisation - [www.kla.tv/Digitalisation](https://www.kla.tv/Digitalisation)

#SmartHome-fr - [www.kla.tv/SmartHome-fr](https://www.kla.tv/SmartHome-fr)

**Kla.TV – Des nouvelles alternatives... libres – indépendantes – non censurées...**

* ce que les médias ne devraient pas dissimuler...
* peu entendu, du peuple pour le peuple...
* des informations régulières sur [www.kla.tv/fr](https://www.kla.tv/fr)

Ça vaut la peine de rester avec nous!

**Vous pouvez vous abonner gratuitement à notre newsletter:** [**www.kla.tv/abo-fr**](https://www.kla.tv/abo-fr)

**Avis de sécurité:**

Les contre voix sont malheureusement de plus en plus censurées et réprimées. Tant que nous ne nous orientons pas en fonction des intérêts et des idéologies de la système presse, nous devons toujours nous attendre à ce que des prétextes soient recherchés pour bloquer ou supprimer Kla.TV.

**Alors mettez-vous dès aujourd’hui en réseau en dehors d’internet!
Cliquez ici:** [**www.kla.tv/vernetzung&lang=fr**](https://www.kla.tv/vernetzung%26lang%3Dfr)
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