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[image: C:\Temp\QR-Code_klaTv_cut.png]Человечество на прямом пути к цифровой тюрьме!
«Факт заключается в том, что электронные медицинские карты (к счастью) используются недостаточно. Однако это не повод расслабиться, поскольку планируется введение полной цифровой идентификации, и подготовка к этому идет полным ходом. Если мы не хотим лишиться свободы и права на самоопределение, нам необходимо сохранять бдительность, информировать общественность и оказывать решительное сопротивление!»
«Электронные карты пациентов используются недостаточно: ассоциация требует большего информирования» — так или примерно так звучали заголовки немецких СМИ 22 июля 2025 года. Ассоциация раскритиковала количество активных пользователей, назвав его неутешительным. Можно было бы спонтанно поздравить умных пациентов! Ведь поскольку в электронных медицинских картах хранятся и могут быть прочитаны конфиденциальные данные, такие как диагнозы, списки лекарств и прививки, высок риск злоупотребления. Так, с 2014 года в США, Норвегии, Финляндии, Франции, Сингапуре и Ирландии было взломано более 130 миллионов электронных карт пациентов, а затем часть пациентов подверглась шантажу с использованием их собственных данных! В период пандемии Covid в Израиле невакцинированным людям был закрыт доступ ко многим государственным учреждениям благодаря введению «зеленого паспорта» для вакцинированных. Таким образом, вполне разумно отказаться от использования этих электронных медицинских карт и других цифровых удостоверений личности. Важно знать: если застрахованный не представил возражение против электронной медицинской карты, это автоматически считается согласием. И: даже сейчас еще можно подать возражение! Необходимо быть бдительными, поскольку следует ожидать настоящей пропагандистской кампании в поддержку этого инструмента слежения. О том, что готовится также полноценная цифровая идентификация, рассказывает следующая передача «Человечество на прямом пути в цифровую тюрьму!». Если мы не хотим лишиться свободы и права на самоопределение, нам необходимо сохранять бдительность, информировать общественность и оказывать решительное сопротивление!
Вам грозит конец личной свободы из-за растущей цифровизации удостоверений личности и разрешений на доступ, включая цифровые деньги? Вы попали в ловушку цифровой системы тотального контроля? И это ещё не всё: если вы не будете следовать указаниям правящего мирового правительства, вас накажут. А любой, кто не приносит ему экономической выгоды, легко исключается из общественной жизни. 

Мрачные фантазии боязливых конспирологов или серьезные опасности цифрового развития? Этот вопрос мы исследуем в сегодняшней программе. Дело в том, что правительства вводят цифровую идентификацию личности для людей - в некоторых случаях на добровольной основе, а в других - поощряя ее введение. Это цифровое подтверждение вашей личности, сравнимое с паспортом. Существуют различные способы: электронные коды, приложение на смартфоне или вживленный чип. Отсканированные биометрические данные с лица, рук или радужной оболочки глаза также могут быть использованы в качестве цифрового подтверждения личности. 
Правительство Великобритании, например, выпустило рекламу, в которой все, кто пользуется физическим удостоверением личности, изображены неуклюжими и устаревшими.


В редакционной статье для Daily Mail бывший премьер-министр Великобритании Тони Блэр восхваляет цифровую идентификацию как панацею практически от всего: от сокращения очередей в учреждениях здравоохранения до отслеживания нелегальных иммигрантов, пресечения мошенничества в сфере социального обеспечения и решения финансового кризиса правительства Великобритании.

Тони Блэр] «Она [цифровая идентификация] меняет процесс разработки лекарств, предлагая целый ряд новых методов лечения, которые дадут нам возможность радикально изменить нашу систему здравоохранения, занимаясь профилактикой болезней, а не их лечением. Если бы мы использовали потенциал распознавания лиц, данных и ДНК, мы могли бы не просто снизить уровень преступности, а снизить радикально».(…)
Нам нужна правильная цифровая инфраструктура, чтобы иметь доступ ко всему этому. И цифровой идентификатор - важнейшая часть этой инфраструктуры».

С момента вступления в должность премьер-министра Великобритании Кира Стармера в стране было создано новое Управление цифровых идентификаторов, в задачу которого входит контроль за рынком цифровых идентификаторов.
В газетах Daily Mail, Times of London, Financial Times и Sky News появилось множество статей, комментариев и редакционных статей о потенциальных чудесах цифровой идентификации. Так не кажется ли вам, что цифровая идентификация человека - это просто технологическое развитие современного государства?
В Греции правительство пытается популяризировать цифровой идентификатор ЕС [EU Digital Identity Wallet], сделав его обязательным для входа на спортивные стадионы. 
В Кении планируемая биометрическая система цифровых идентификаторов поддерживается Фондом Билла и Мелинды Гейтс.
В Бангладеш правительство совместно с организацией ID2020 [«Identity2020 Systems Inc.» в Нью-Йорке] и альянсом по вакцинам GAVI, регистрируя рождение или при вакцинации оснащает младенцев и детей цифровыми идентификаторами.
В Австралии принят закон, согласно которому для получения доступа к социальным сетям необходимо подтверждать возраст. Предположительно, с помощью цифрового идентификатора.
«К 2026 году ЕС хочет внедрить системы биометрических цифровых идентификаторов на пограничных переходах стран-членов», - заявил комиссар ЕС Апостолос Цицикостас в Давосе.
Правила по введению европейской цифровой идентификации вступили в силу 6 марта 2025 года. Они открывают путь к тому, что с 2026 года все граждане ЕС смогут пользоваться европейским цифровым кошельком. Он будет представлен в виде мобильного приложения, которое станет доступным в каждой стране-члене ЕС. Это позволит людям идентифицировать себя в сети, имея полную безопасность и получив доступ к государственным и частным онлайн-услугам по всей Европе.
В Таиланде Национальная комиссия по телерадиовещанию и телекоммуникациям (NBTC) приняла решение о введении системы регистрации SIM-карт, использующей для идентификации персональные биометрические данные. [Примеры: лицо, руки, радужная оболочка глаза].
Это лишь несколько примеров того, как во всем мире разрабатываются и внедряются цифровые идентификаторы людей. На самом деле таких примеров можно привести гораздо больше.
 
Другая сторона медали и риски

Защита частной жизни

О защите данных говорят много, но аргументы в пользу конфиденциальности на самом деле имеют меньший вес, когда большинство взрослых используют смартфоны с приложениями, которые могут отслеживать все - от количества пройденных шагов до цвета купленных носков. 

Безопасность данных

Однако одной из серьезных проблем цифровых идентификаторов является безопасность данных, то есть опасность взлома и кибератак. IT-эксперты считают, что 100-процентная безопасность данных - это иллюзия!
Норвегия и Швеция страдают от эпидемии краж личных данных и киберпреступлений, несмотря на то что системы цифрового удостоверения личности были введены в них много лет назад. В Швеции многие киберпреступления связаны с системой цифровой авторизации банков, которой пользуются почти все взрослые шведы.
В Индии действует крупнейшая в мире система биометрических цифровых идентификаторов Aadhaar. В связи с этим возникли огромные проблемы с безопасностью. Это варьировалось от кражи личных данных до бесчисленных утечек информации. В том числе были две, в ходе которых были неправомерно использованы данные около миллиарда человек. Большая часть этих данных была выставлена на продажу в интернете. Эти данные включали биометрические идентификаторы, такие как сканы радужной оболочки глаза и отпечатков пальцев. Если эти данные взломаны, то ущерб уже непоправим. В то время как пароль или кредитную карту можно легко заменить, биометрические характеристики, такие как радужная оболочка глаза и отпечатки пальцев, остаются неизменными.

Исключения

Цифровые системы биометрической идентификации открывают или закрывают для человека цифровой мир. Например, доступ к цифровой валюте центрального банка (CBDC).
Без спонсируемой государством цифровой идентификации ни одна система CBDC не сможет работать, объясняет Стефан Ингвес [бывший управляющий шведского Риксбанка]. 

Уитни Вебб, известный журналист-расследователь, предупреждает о возникновении новой международной финансовой системы. Без участия в этой системе человек не сможет быть юридическим лицом, не будет иметь доступа к экономической деятельности - на практике он не будет существовать ни для государства, ни для частного сектора. 
Кайван Суфи-Сиаваш прогнозирует это следующим образом: «За ID2020, например, стоит коварный план, согласно которому каждый человек во всех своих потребностях сможет стать жертвой травли. Любому, кто не имеет актуального статуса вакцинации, кто превышает произвольно установленную норму выбросов CO2, кто не придерживается соответствующих нарративов в общественных местах, будет отказано, а затем его лишат и единственной действительной цифровой валюты или просто всех гражданских прав».

Тотальный контроль

Введение обязательной цифровой идентификации для каждого государства на всей планете, похоже, стало ключевой целью. Речь идет не только о тотальном контроле над населением. Кто хочет, чтобы вы больше не могли купить или продать что-либо в интернете, не войдя в систему с помощью цифрового идентификатора? Кто заинтересован в том, чтобы никто не мог пойти в школу, устроиться на работу или открыть счет в банке без цифрового идентификатора? 


Движущие силы

В ответе на вопрос «Cui bono» - Для кого это хорошо? - вы найдете откровенные подсказки. Кому выгодно повсеместное цифровое удостоверение личности для всех? Кто получит практически неограниченную власть и прибыль?
Многие независимые эксперты и аналитики уже не первый год указывают на движущие силы, стоящие за глобальной реализацией программы ID2020.
Экономист и аналитик по геостратегии Петер Кёниг, например, называет Фонд Билла и Мелинды Гейтс и Глобальный альянс по вакцинам и иммунизации (GAVI), Всемирную организацию здравоохранения (ВОЗ), Всемирный банк, другие агентства ООН и, конечно, фармацевтическую промышленность и НПО.
В 2018 году ВОЗ написала:

«ID4D и Альянс ID2020 стремятся объединить усилия правительств, гражданского общества, международных организаций и частного сектора для эффективного внедрения технологий цифровой идентификации в масштабе [в приложения и программы]». 

ID4D - инициатива Группы Всемирного банка. Эта инициатива поддерживает страны, которые внедряют системы цифровой идентификации. Ее цель - создать цифровую регистрацию рождения и правовую идентификацию для всех к 2030 году. Главным партнером и финансистом ID4D снова является Фонд Билла и Мелинды Гейтс. Подробнее о Билле Гейтсе вы можете узнать из программы «Билл Гейтс: мировой диктатор с биографией тяжкого преступника». [www.kla.tv/27224].
Цифровизация в первую очередь отвечает интересам крупнейших финансистов, таких как группа Ротшильдов, семья Рокфеллеров, J.P. Morgan Chase, инвестиционная компания BlackRock, фармацевтические и технологические гиганты и т.д., которые хотят владеть и контролировать весь мир.
В программе «Мир в сети масонов»[https://kla.tv/28330] Иво Засек раскрыл деяния и планы сильных мира сего в этой глобальной сети и обобщил то, что Kla.TV зафиксировал в тысячах программ с использованием сотен тысяч достоверных источников.

Коварные технологии, такие как цифровые биометрические идентификаторы и системы наблюдения, могут быть установлены и существовать только в том случае, если их примут и возьмут на вооружение все еще ничего не подозревающие обманутые народы. Настало время проснуться!
Займите активную позицию и сопротивляйтесь наступлению цифрового порабощения! Например, платите наличными и обходитесь без разрекламированных цифровых удобств. Тогда консерватизм, который сегодня высмеивается, снова станет новым трендом!
Пока это еще возможно, поддерживайте контакты с пробудившимися свободолюбивыми людьми в своем регионе. Защитите свою свободу! 
Kla.TV рад поддержать местное объединение людей, любящих правду. Используйте контактную форму на сайте www.kla.tv/vernetzung.
от kno./mol.
Источники:
„Elektronische Patientenakte zu wenig genutzt“ -                      Deutscher Hausärzteverband übt Druck auf Krankenkassen aus https://web.de/magazine/politik/epa-genutzt-verband-aufklaerung-41205236

Deutscher Hausärzteverband warnt vor Scheitern der ePA:„Die Kassen legen bei der Aufklärung die Hände in den Schoß.“ https://www.facebook.com/groups/arzt.berufspolitik/posts/24040161532310099/

Ausbleibender aktiver Widerspruch gegen ePA gilt automatisch als Einverständnis -  Widerspruch auch jetzt noch möglich! https://www.zeit.de/digital/datenschutz/2025-07/elektronische-patientenakte-gesetzlich-versicherte


Israel verschärft Druck auf doppelt Geimpfte: Wer sich nach sechs Monaten nicht erneut impfen lässt, erhält keinen Grünen Pass mehr
https://www.zeit.de/gesundheit/2021-10/gruener-pass-israel-coronavirus-impfzertifikat-gueltigkeit-auffrischungsimpfung

Gefahren der elektronischen Patientenakte – jetzt noch Widerspruch möglich!
https://www.kla.tv/27647

Creative Commons Lizenzen
https://www.creativecommons.org/licenses/
Может быть вас тоже интересует:
#Google-RU - Google - www.kla.tv/Google-RU

#KontrolMonitoring - Kontrol/Monitoring - www.kla.tv/KontrolMonitoring

#zifrovizacija - Zifrovizacija - www.kla.tv/zifrovizacija

#IskusstvennyjIntellekt - www.kla.tv/IskusstvennyjIntellekt

#RFID-RU - RFID, РЧИД-чип - www.kla.tv/RFID-RU
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· О чем СМИ не должны молчать ...
· Мало слышанное от народа, для народа...
· регулярные новости на www.kla.tv/ru
Оставайтесь с нами!
Бесплатную рассылку новостей по электронной почте
Вы можете получить по ссылке www.kla.tv/abo-ru
Инструкция по безопасности:
Несогласные голоса, к сожалению, все снова подвергаются цензуре и подавлению. До тех пор, пока мы не будем сообщать в соответствии с интересами и идеологией системной прессы, мы всегда должны ожидать, что будут искать предлоги, чтобы заблокировать или навредить Kla.TV.
Поэтому объединитесь сегодня в сеть независимо от интернета!
Нажмите здесь: www.kla.tv/vernetzung&lang=ru
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